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Privacy safeguards 
 
It is pleasing to observe that the Regulation carefully balances privacy obligations, 
accountability, and transparency.  
 
The Regulation includes a number of appropriate privacy safeguards, including: 
 

• limitations on the information to be recorded on the register  

• access arrangements for individuals whose information is recoded on the register 

• mechanisms to update information held on the register. 
 

It is noted that the CG Act also contains privacy safeguards to protect against misuse of 
information contained within the register. In particular, section 87(5) which makes it an 
offence to access or amend the register except as provided by the CG Act or the regulations. 
 
Access to information 
 
The object of the GIPA Act is to maintain and advance a system of responsible, and 
representative democratic government that is open, accountable, fair, and effective.  
 
The GIPA framework is based on principles of proactive disclosure, an explicit presumption 
in favour of public disclosure of information, and a public interest decision-making test. The 
GIPA Act provides four pathways of information access and disclosure, which NSW 
government agencies are required to use to disclose government information.  
 
The information contained within the register will fall within the definition of ‘government 
information’ under the GIPA Act and will therefore be subject to the making of an access 
application under that Act.   
 
It is noted that some information held within the register, namely information relating to 
reportable conduct allegations, is excluded information under Schedule 2 of the GIPA Act. 
Section 45 of the GIPA Act, provides that an access application cannot be made to an 
agency for access to excluded information of the agency.  In this regard, I note the 
requirement under section 87(4) of the CG Act which, in relation to an access request by an 
individual whose information is recorded on the register, prohibits the disclosure of 
information about a reportable allegation or reportable conviction, or the existence of a 
reportable conduct flag on the register in relation to the person. 
 
It is recommended that the OCG amend its agency information guide (AIG), consistent with 
the requirements under section 20 of the GIPA Act, to reflect the data holdings contained 
within the register. In particular, we note the requirement under section 20(1)(d) that the AIG 
must identify the various kinds of government information that are held by the agency.  
 
The OCG may also wish to consider the application of section 23 of the GIPA Act, which 
defines an agency’s policy documents for the purpose of open access information under 
sections 6 and 18 of the GIPA Act. This definition applies to documents concerning the 
decision-making functions of an agency that ‘affect or are likely to affect rights, privileges or 
other benefits, or obligations, penalties or other detriments, to  which members of the public 
are or may become entitled, eligible, liable or subject’.  
 
Given the inherent public interest in ensuring a safe, accountable and transparent system for 
the care of children and young people in statutory out-of-home care, I propose that  
consideration be given to the data holdings that will be generated by the register and the 
potential for the publication of de-identified and aggregated data as open data where 
appropriate. 
 
  






